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Q1: What is the different between windows server 2019 and windows O.s?

Windows 2010 operation sys Window server 2019

Purpose Designed for personal computers, laptops, and 
other devices, prioritizing user compatibility with a 
wide range of applications.

Designed for servers and data centers, focusing on 
providing network services, managing resources, 
and supporting enterprise-level applications.

Features Oriented towards individual user tasks, including a 
GUI, personalization options, entertainment apps, 
productivity tools, gaming support, and security 
features.

Includes features optimized for server roles such 
as Active Directory Domain Services, DHCP, DNS, 
Hyper-V virtualization, and more.

Licensing Usually licensed per device, with editions like 
Home, Pro, and Enterprise, etc.

Licensed per physical processor or virtual 
machine, with options for Standard and 
Datacenter editions, priced for enterprise.

Support and 
Updates

Receives regular updates, including feature 
updates and security patches, with mainstream 
support typically lasting for several years.

Receives long-term support with regular security 
updates and patches, with extended support 
available as an option.

Hardware and 
Performance

Designed to run on a wide range of consumer-
grade hardware..

Optimized for server hardware configurations, 
supporting high-performance computing



Q: What are benefits of windows server for networking administrates?

1. Centralized management of network services such as Active Directory, DNS, DHCP, and file
sharing.

2. Enhanced security features including role-based access control (RBAC), Windows Defender,
and encryption capabilities.

3. Scalability to support growing network infrastructures and increased workloads.

4. Integration with cloud services and hybrid cloud environments through features like Azure
Active Directory and Azure Backup.

5. Simplified administration through remote management tools like Windows Admin Center
and PowerShell scripting.

6. High availability and fault tolerance with features such as failover clustering and Network
Load Balancing (NLB).



Computer specifications to install win server 2019



Q: Explain the idea of virtualization operating system?

A virtualization operating system allows multiple virtual machines (VMs) to run on a 
single physical server, effectively abstracting the hardware from the operating 
system. This enables better resource utilization, improved scalability, and easier 
management of IT infrastructure by consolidating multiple virtual environments 
onto a single physical machine.







Installing links:

✅Windows10 

https://drive.google.com/file/d/1ON8diVl-tDw1hcTKdbue0gsPywHp5bFj/view

✅Windows Server 2019

https://drive.google.com/file/d/1I9aUuU29PL6a0YqjxqErfqYP66NFVD-g/view

✅VMware Workstation 17.0.2 Pro 

https://drive.google.com/file/d/1oNMqqi-7amMaL39cLXx70bBSWpLyBlmh/view

https://drive.google.com/file/d/1ON8diVl-tDw1hcTKdbue0gsPywHp5bFj/view
https://drive.google.com/file/d/1I9aUuU29PL6a0YqjxqErfqYP66NFVD-g/view
https://drive.google.com/file/d/1oNMqqi-7amMaL39cLXx70bBSWpLyBlmh/view






















Creating Active Directory: add serveries then configure it 



In Active Directory of 2019, what is the different 
between: domain and domain Controller?

• Domain: is a logical grouping of network resources (such as computers, users, printers, and other
objects) that share a common directory database. In Windows Server environments, Active
Directory Domain Services (AD DS) is used to manage and organize these resources within a
domain. A domain provides centralized authentication and authorization services, allowing users
to log in to the network and access resources using their domain credentials.

• Domain Controllers: Domain Controllers (DCs) are servers that host the Active Directory database
and provide authentication and authorization services within a domain. Each domain must have
at least one domain controller, which is responsible for processing logon requests, maintaining
the directory database, replicating changes to other domain controllers, and enforcing security
policies.

• Domain represents a logical grouping of network resources, while domain controllers are the
servers responsible for hosting and managing the Active Directory database and providing
essential directory services within that domain.





























































Thanks
End of 1st lecture


